Security Liaisons
Semi-Annual Meeting
September 17th, 2013
Agenda

- Announcements
- Testing Your Security Knowledge!
- Policies, Roles, and Responsibilities
- What can the IT Security Office Do For You?
Announcements

- Cyber Security Awareness Month!
- Find us on Facebook!
  - [http://facebook.com/gmuitoso](http://facebook.com/gmuitoso)
Cyber Security Awareness Month

What is National Cyber Security Awareness Month (NCSAM)?

NCSAM is a national initiative started in 2004 by the Department of Homeland Security, in conjunction with the National Cyber Security Alliance (NCSA) and the Multi-State Information Sharing and Analysis Center (MS-ISAC).

It was created to help educate, raise awareness, and promote cyber security across both the public and private sectors.
Cyber Security Awareness Month

- **Seminars**
  - The IT Security Office will be hosting 4 seminars, each Tuesday for the first 4 weeks in October.
  - Different topic each week
  - Open to the entire Mason community
  - Register at [http://ittraining.gmu.edu](http://ittraining.gmu.edu)

- **Online Resources**
  - In addition to the seminars, there will be additional information and resources posted on the IT Security website
  - All presentations and handouts from the seminars will be posted
Testing Your Security Knowledge

- Phishing Scams
- Strong Passwords
Dear Jane Doe,

Your credit card on file with PayPal will expire soon. To avoid any disruption in your service please update your credit card information on file.

How to update your credit card information

1. Log in to your PayPal account
2. Update your credit card information using the instructions provided
3. Click 'Save'

Click here to log in to your PayPal account

PP case id: 4511-6230-3573-5347-8200

Thank you for using PayPal
The PayPal Team

Please do not reply to this email. This mailbox is not monitored and you will not receive a response.

http://us.payapl.com-stz.info/webscr?cmd=_login-run=janedoe@sonicwall.com=4511-6230-3573-5347-8200
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Real or Fake?

We've recently revised our Online Access Agreement and E-Sign Consent to make them easier to understand. We've also included more information about our services and added new terms.

You do not need to do anything to continue using our Online Banking services.

To see what's changed, please visit https://www.wellsfargo.com/onlineupdates. This page provides an overview of the changes and includes a link to the Online Access Agreement and instructions for accessing the E-Sign Consent.

If you have questions after reading the agreement and consent, sign on at https://www.wellsfargo.com/questions to send a secure, encrypted email. (Please do not reply to this automated email.)

Sincerely,

Randy Thomas
Wells Fargo Online Customer Service
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Real or Fake?

Bank of America: Account CLOSED

To: alvcjqzvwx@hrvatskamail.com;

To ensure delivery, add onlinebanking@ealerts.bankofamerica.com to your address book.

Bank of America

Online Banking Alert

To: DEAR CUSTOMER
Account: CHECKING
Date: 12/09/2011

The most recent ALERTS for your account are now available to download online.

Please follow the link to download ALERT message here alerts.bankofamerica.com/customer/8239EPE0IQ89534/

Set up Alerts to be notified 5 days before your payment is due to help avoid late payments. Sign in to Online Banking and select the Alerts tab to activate the Credit Card Payment Due Alert.

Want to confirm this email is from Bank of America? Sign in to Online Banking and go to Alerts. The Alerts History lists the Alerts sent to you in the past 60 days.
PHISHING!
Real or Fake?

Dear Member,

We recently received notice from your credit card company that you filed a chargeback stating that you did not authorize the transaction shown below.

We have taken steps to ensure that your PayPal account has not been compromised and to protect your funds. One of the steps we have taken is to limit access to your PayPal account.

Please review the details of this transaction plus what steps you need to do next to help us resolve this chargeback and ensure that your account has not been compromised.

-------------------------------

Details of Dispute Transaction
-------------------------------

Seller's Name: Audio Technica ATW-252 Wireless Microphone Handheld New
Seller's Email: ciare39s@yahoo.com
Transaction Date: Mar 23, 2008
Your Transaction ID: 8T873644RD514764J
Seller's Transaction ID: 5B134425NC5963337
Transaction Amount: -$252.00 USDCase #: PP-332-846-721

-------------------------------

What to Do Next
-------------------------------

Please click here: http://www.paypal.com/verify-transactionid-84937213938021.login.ebay-buypowerprotection.net/
and complete the Steps to Remove Limitations. This allows us to confirm your identity and verify that you own the credit card associated with this transaction.

Sincerely,
PayPal
Chargeback Department

Please do not reply to this email. This mailbox is not monitored and you will not receive a response. For assistance, log in to your PayPal account and click the Help link located in the top right corner of any page. If your inquiry is regarding a claim, log in to your PayPal account and go to the Resolution Center.

CB: PP-332-846-721: R4: USD252.00: 09052007: 8T873644RD514764J

http://www.paypal.com/verify-transactionid-84937213938021.login.ebay-buypowerprotection.net/
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Strong Passwords

- Pick out the strong passwords
  - password
  - B3rMuDARock5
  - 123456789
  - 08191976
  - 1Lov3mYdoGBU5t3R
  - justinbieber19
  - kWaherI56
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Polices, Roles, and Responsibilities

- Data Stewardship Policy

- Highly Sensitive Data

- Personal Responsibility Policy
  - Cyber Security Awareness Month presentation
How Can the IT Security Office Help You?

What can we do to further help you in your Security Liaisons duties?
Questions?
Thank you!

- Remember, Cyber Security Awareness Month starts October 1st!

- Contact:
  - Sarah Morehouse
    Communications Coordinator, ITU Security and Project Management Office
    smoreho3@gmu.edu
    3-2906

- We look forward to seeing you in the Spring!